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IEC 62443-4-1 58= (IECEE %%

Ref. Certif. No

' DE 7-0459

farmity

Certificate of Conformity — Industrial Cyber Secur_i-tyat_:.apability

Type Process Capability Assessment
{
H

{
| ! Dai
| Name and address af the applicant i Deita Electronics, Inc,
| { 186 Ruey Kuang Road, Nelhu, Talpei 11491, Talwan
]

Certlficate Coverage jincluding Varsion} Deita Cyber Security Management Procass Rev. 01

| IEC 624434-1:2018

Requirements Assessed / Tolal Requirements Security management (13/13),

Security requirements (5/5)

Secure by design {4/4),

Secure implamentiation (2/2)

Security verification and validation testing (5/5)
Management of security-related issues (6/6)
Security update qualification (5/5},

Security guidelines (7/7)

1
i Additional Informaltion (if necessary may also be 3 Additional Information on page 2

iveporled on page 2}

f A3 shown in the Test Report Ref. No. which TWR1911004 001
| forms part of this Certificate

| This Cortificate of Conformity, issued by the Natianal Certification Body. certifies that the above have been
found to ba in conformity with the raquirements of the Industrial Cyber Securily Capability Scheme (IECEE
OD-2061} as it relates to the claims declared by the Applicant

This CB Test Certificate Is issued by the National Certification Body:

Signature:




IEC 62443-4-1 782 (TUV NORD #:7%)

Certificate

No. NF1108250007
TUV NORD Taiwan Co., Ltd. hereby certifies to the praduct supplier
Delta Electronics, Inc.

186 Ruey Kuang Road, Neihu, Taipei 11491, Taiwan

that the product development lifecycle
meets the process requirements listed in the below mentioned standard(s}

o |EC 62443-4-1:2018
SECURITY FOR INDUSTRIAL AUTOMATION AND CONTROL SYSTEMS

PART 4-1: Secure product development lifecycle requirements
Maturity Level 3: Defined {Practiced)

Base of certification is the report
TWR2505024 001 in the valid version.

Valid until: 2030-07-03

Taipei. 2025-07-04

Product Certificatinn
Cemﬁwnon D«epéﬁmen PCI4
TUV NORD Ts((vsyy Ca., Ltd. ’

The cerificata can he varad by info pegdhuv-nard com  1ha cartficat an systam s based on 15O 17065
Ranort gt wolintary axemingtons of tha subpctial 8 for compl Wwit1 I3 rsq whera the standerd(a} B sccerdingly
spalad 115 comhmied that the appicsnl hes chassn 1o sddnasa tha CyberSacurty via complianaa wiih t1g 2enderd(s} 1sbed in
1rie report. Tha citificets muel ba sseociatsd wEh report




TUVNORD

Certificate Appendix

This appendix forms integral part of Certificate No. NF1106250007

Certificate Holder Delta Electronics, Inc.
186 Ruey Kuang Road, Neihu, Taipei 11491, Taiwan
Overall CyberSecurity Product Security Office (PSO)
management Responsibility (See note)
Requirements Assessed / Practice 1: Security management (13/13)

Total Regquirements Practice 2: Security requirements (5/5)

Practice 3: Secure by design (4/4)

Practice 4: Secure implementation (2/2)

Practice 5: Security verification and validation testing (5/5)
Practice 6: Management of security-related issues (6/6)
Practice 7: Security update qualification (5/5)

Practice 8: Security guidelines (7/7)

Note:

- This CyberSecurity Management Certification only refers to the listed company location and their
involved departments, which comply with the organizational requirements. In extension,
development activities can be taken over by local teams which are deployed at further locations
and are under the responsibility of the "Product Security Office (PSO)"

- This certificate does not imply approval or certification for specific security related developments of
products.

(Lidod s
[ LKL 7 Product Certification

PC094
Certification D ent G
TUV NORD Tai n Go., Ltd.

The certificate can be verified by info.pc@tuv-nord.com The certification system is based on ISO 17065.
Report of voluntary inations of the subj is for i with the requirements, where the standard(s) is accordingly
applied. It is confirmed that the applicant has chosen to address the Cy ity via i with the listed in
this report.The certificate must be associated with report.
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